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NAMTRAU NORTH ISLAND INSTRUCTION 5530.1H
Subj:
PHYSICAL SECURITY PROGRAM

Ref:
(a) OPNAVINST 5530.14C


(b) SECNAVINST 5500.4G


(c) SECNAVINST 5510.36


(d) OPNAVINST 5530.13B


(e) NAMTRAGRUINST 5530.3C


(f) NAVSUP P-485


(g) NASNIINST 5530.3B


(h) NAMTRAUNIINST 1601.2A


(j) NAMTRAUNIINST 3100.6A

Encl:
(1) Threat Conditions and Contingency Management Requirements


(2) MTU Quarterly Access List


(3) NAMTRAU, North Island Building Security Violation/Deficiency Form (NTUNI 5530/1)


(4) Missing Item(s)/Corrective Action Taken Form (NTUNI 5530/2)


(5) MTU Key Control Custodian/Physical Security Manager Designation Letter


(6) MTU MTO/CPOIC Key Custody Authorization Letter


(7) MTU Quarterly Key Status Inventory Report (NTUNI 5530/3)


(8) MTU Key Check Out/In Log (NTUNI 5530/4

1.
Purpose.  To establish policy, provide guidance and set forth standards for security measures to safeguard personnel, property and material at Naval Air Maintenance Training Unit, North Island per references (a) through (j).

2.
Cancellation.  NAMTRAGRUDETNIINST 5530.1G.  Changes are not indicated throughout this major revision.

3.
Area Security.  NAMTRAU, North Island currently consists of eight Maintenance Training Units (MTUs) and five departments with 12 buildings (285, 308, 461, 599, 676, 677, 690, 690A, 698, 861, 7515 and 1472).  These buildings are housed within the confines of Naval Air Station (NAS) North Island except 7515, which is at MCAS Miramar.  All buildings are currently non-restricted except rooms 10A and 1C of building 698 (MTU 1036). 

4.
Responsibilities

a.
Physical Security Officer (PSO) shall:



(1) Be designated in writing by the NAMTRAU, North Island Commanding Officer.



(2) Ensure security measures to safeguard personnel, property and materials are available.



(3) Provide training to MTU Physical Security Managers (PSMs) and Key Custodians.



(4) Designate MTU PSM using enclosure (5). 



(5) Notify the Primary Security Custodian (PSC) of all situations involving classified materials.


b.
MTU Maintenance Training Officer (MTO)/Chief Petty Officer in Charge (CPOIC) shall:



(1) Nominate a primary and alternate PSM who may assume Key Custodian responsibilities as delineated in enclosure (1), Appendix C-1.  Nominations must be submitted to the PSO.



(2) Designate MTU Security Petty Officer (SPO) on a daily, weekly or monthly basis.



(3) Designate in writing a Parking Lot Coordinator.



(4) Enforce Key Control Program per enclosure (1), Appendix C.


c.
MTU Physical Security Manager shall assist the PSO in related matters and provide training to their respective MTU.


d.
Physical Security is the responsibility of all hands.

5.
Control Measures

a.
Personnel Access.  MTU access shall be controlled utilizing enclosure (2).

b. Visitors


(1) Staff personnel are responsible for escorting visitors to Admin in building 698 and their MTU office for appropriate check-in/out procedures. 



(2) Visitors who require access to classified material must submit a visit request to the command PSC one week prior to the visit.  Records of foreign nationals shall be maintained on file per reference (c).



(3) Staff personnel must be alert for visitors without escorts and challenge them accordingly.  


c.
Materials



(1) Receiving.  Supply personnel will ensure all incoming materials are accounted for.  Any evidence of tampering or of suspicious material should be reported to Base Security and 

command PSO.



(2) Shipping.  Prior to shipment, ensure all materials are accounted for and inspected for stolen/illegal articles.  Classified material will be shipped per references (b) and (c).

c. Vehicles


(1)
The Parking Lot Coordinator (PLC) shall: 




(a) Control vehicle parking assignments. 



(b) Serialize, issue and ensure staff personnel appropriately apply a command decal to their vehicle.




(c) Issue a Traffic Violation Notice (NASNI 5560/21) to any unauthorized vehicle in designated or reserved parking areas (i.e., red painted curbs).  Provide the violator a copy of the notice and forward the original notice to NASNI Security via MTU MTO/CPOIC.


(2) Privately owned vehicles must not be parked closer than 15 feet to any building used for packaging or shipping government materials.

6.
Aids to ensure security

a.
Padlocks and Gates.  Padlocks to gates that remain unlocked during business hours will be attached onto the staple, fence or other nearby securing points to preclude possible loss or misplacement.  All locks and padlocks must meet minimum military specifications of security per reference (c).

b.
Doors and Windows.  Hinges on doors, windows and other openings which access the building must be welded and secure.


c.
Structural Alterations.  Alterations to an existing building or perimeter must be reviewed by the PSO to ensure appropriate security measures are enforced.


d.
Security Key Control Program.  All personnel are responsible to adhere to the Key Control Program per enclosure (1), Appendix C.


e.
Exterior Lighting.  All buildings will be lighted at sunset to allow duty personnel to perform exterior security checks.  MTUs are responsible to ensure exterior lights are operational.

7.
Security Procedures.  Each MTU will provide the PSO with a quarterly listing of personnel authorized access to their building per enclosure (2).

a. Security Petty Officer (SPO)


(1) The SPO will open their respective MTU building(s) by 0600, Monday through Friday.  Keys and log will be checked out from the command Duty Office and returned at the end of the day.  The SPO will secure the MTU building(s) utilizing the Activity Security Checklist (SF 701).  



(2) SPO responsibilities will be transferred to the instructor via a formal passdown by the off-going SPO, with notification to the Duty Office for classes conducted after normal working hours.  The night class instructors will ensure all security conditions remain intact, complete the Activity Security Checklist (SF 701) and return the key and log to the Duty Office upon class completion.


b.
Individual Responsibility.  Instructors/supervisors shall ensure their spaces are secured using the Activity Security Checklist (SF 701) by close of business daily.


c.
Reporting Security Violations.  Upon discovery of a violation, the OOD will initiate a Building Security Violations Report using enclosure (3) and notify NASNI Security to investigate and determine probable cause (i.e., locking device failure or unauthorized penetration into space).  If the violation is found after normal business hours, the report will be kept in the Duty Office until the next business day and then submitted to the PSO/Key Security Officer (KSO) for appropriate action.  The PSO and affected MTO/CPOIC will perform a follow-up investigation to resolve the deficiency or violation and to prevent the reoccurrence and complete a Missing Item(s)/ Corrective Action Taken Form (enclosure (4)) within five business days and forward it to the PSO/KSO for appropriate action.

8.
Threat Condition (THREATCON).  NAS North Island OOD will contact the Admin Department during normal business hours, or the Duty Office after normal business hours, of changes to THREATCON measures.  The Admin Department or Duty Office will contact and inform all essential personnel and all MTUs using the THREATCON Alert Call Sheet, enclosure (1), Appendix A-1.

9.
Threat Conditions and Contingency Management

a.
Enclosure (1), Appendix B-1, will be used to gather initial information from a caller or from a reporter’s view of the incident.  A copy of the checklist will be placed within reach of every phone in the command.  Forward completed checklists to Admin personnel or the OOD immediately for action.


b.
Contingency Plans for Sabotage/Espionage, Hostage/ Terrorist, Natural Disasters and Explosions/Major Accidents is found in enclosure (1), Appendix B-4.  Time constraints for reporting can be found in reference (h).  All duty personnel will 

familiarize themselves with reference (h) and this instruction for reporting requirements of events listed above.


  //S//


J. M. DUKE

Distribution:

All NAMTRAU, North Island

NAMTRAUNI Duty Office

CDO Briefcase

CO, NAS North Island

THREAT CONDITIONS AND CONTINGENCY MANAGEMENT REQUIREMENTS

1.
Purpose.  To provide response requirements in the event of THREATCON or Threat Type information provided to the command by NAS North Island OOD per reference (a), or additional requirements as directed by the NAS North Island OOD.  Definitions of THREATCON types, measures and response requirements are detailed in reference (a).

2.
Scope.  Physical Security Program is the responsibility of all personnel within NAMTRAU, North Island spaces.  NAMTRAU, North Island is responsible for security of occupied owned structures, areas, property and personnel.

3.
Security Emergency Crisis Response Force (SERF).  SERF was established to prevent disruption of installation functions, quell on station civil disturbances, repel, contain and control criminal or terrorist elements, minimize injury to personnel and government property and quickly restore lost, mission essential functions resulting from civil unrest, overt attack or other crisis.  The SERF, NAS North Island organized, equipped and trained, is manned primarily by the Security Department; however, the force may be augmented by Marine security personnel, tenant commands and other sources.  


a.
Existing SERF, organizational structure, available materials and funds will be used to cope with terrorist actions directed toward this installation.


b.
Per reference (a), terrorist threat conditions will be widely publicized and used as standard anti-terrorist postures to be established by all station and tenant activities.


c.
NAS North Island will provide terrorist activity intelligence to all tenant commands.


d.
NAS North Island will establish the appropriate security condition and alert all concerned immediately upon setting a THREATCON.


e.
NAS North Island will maintain a trained and equipped SERF to react to any terrorist activity directed toward the installation.

4.
Action.  Upon an increased THREATCON level, Admin personnel or the OOD receiving the notification will take action as outlined in Appendix A-1 of this enclosure.  Command personnel will implement measures per reference (a).

TERRORIST THREAT CONDITIONS

The five Terrorist Threat Conditions and Measures are:


a.
THREATCON NORMAL: Routine Security Posture.


b.
THREATCON ALPHA:
Measure_1.
Security Officer liaison with the Base Security Officer.

Measure_2.
Brief the CO on available intelligence.

Measure_3.
Brief the Divisions/MTUs on the pertinent information with emphasis on the family.

Measure 4.
Implement random ID checks of all personnel entering spaces.

Measure 5.
Secure all buildings, rooms and storage areas not in regular use.

Measure 6.
Implement inspections of interiors and exteriors of buildings at the beginning and end of each workday.


c.
THREATCON BRAVO (continue ALPHA measures):
Measure 7.
Security Officer liaison with Base Security Officer.

Measure 8.
Brief the CO.

Measure 9.
Brief the Command/MTUs.

Measure 10.
Implement 100% ID checks and baggage checks (mail).

Measure 11.
Review plans for reduced mission (key personnel only).


d.
THREATCON CHARLIE (continue BRAVO measures):
Measure 12.
Limit administrative journeys.

Measure 13.
Make frequent inspections of spaces.

Measure 14.
Reduced mission maybe implemented if warranted.


e.
THREATCON DELTA:
Measure 15.
Secure all buildings.

Measure 16.
Secure all personnel not essential to an anti-terrorism posture.

APPENDIX A

THREATCON ALERT CALL SHEET

1.  Upon receipt of a change in THREATCON during normal business hours, the person receiving the notification will notify the following and read paragraph (2):

	LOCATIONS
	PHONE
	TIME

CALLED
	INDIVIDUAL

CONTACTED

	CO/XO
	5-7991/6201
	
	

	PSC/PSO
	5-6247/5122
	
	

	ADMIN/LEGAL
	5-6199/7786
	
	

	TIS
	5-6205/1922
	
	

	TQL OFFICE
	5-6247
	
	

	ISD
	5-6211/6208
	
	

	SUPPLY
	5-6214/6215
	
	

	CTPL
	5-9361
	
	

	STUDENT CONTROL
	5-7132/9364/7142
	
	

	RATE COORDINATORS
	5-8291/8292/7141
	
	

	1022
	5-5068/5593
	
	

	1022A
	5-6218/6219
	
	

	1028
	5-6453/6459
	
	

	1036
	5-5122/5122
	
	

	1067
	5-6206/9362
	
	

	3033
	5-1189/1192
	
	

	3033 MARDET
	5-1177
	
	

	3041
	5-7397/7405
	
	

	4033
	5-6221/1925
	
	


2.  Message to be read.  "This is not a drill.  We have been notified by NAS North Island Base Security that we are in THREATCON (Alpha, Bravo, Charlie, or Delta).  Implement measures contained within this instruction.  Immediately notify all personnel in your area and spaces."
3.  After Business Hours.  The OOD will notify the XO, PSC/PSO and CDO.  The XO will assess the situation and direct notification of other personnel as appropriate.

APPENDIX B

THREAT INCIDENT CHECKLIST

1.
What type of threat is the incident? (Circle one)

	FIRE
	BOMB THREAT
	TERRORIST ACT

	EXPLOSION
	HOSTAGE SITUATION
	MAJOR ACCIDENT

	NATURAL DISASTER
	SABOTAGE OR ESPIONAGE
	


2.
If the threat is a fire:


Where? ______________ Name of caller: _______________________


Number where caller can be reached: _________________________


Any other information about fire: ___________________________ 


_____________________________________________________________


_____________________________________________________________

RESPONSE!!!

IMMEDIATELY SOUND THE ALARM BY SHOUTING "FIRE".

ACTIVATE THE NEAREST ALARM.

CALL FIRE DEPARTMENT "9-911".

NOTIFY OOD.

3.
If the threat is a bomb threat, you will need to get as much information as possible.  Use the following lines to write down the basics:


_____________________________________________________________


_____________________________________________________________


If you can, keep caller on the line calm and ask:


a.
When will the bomb explode? _____________________________


b.
Where is the bomb right now? ____________________________


c.
What does the bomb look like? ___________________________


d.
What kind of bomb is it? ________________________________


e.
What will cause it to explode? __________________________


f.
Did you plant the bomb? _________________________________


g.
Why has it been planted? ________________________________


h.
What is your address? ___________________________________


i.
What is your name? ______________________________________

RESPONSE!!!

IMMEDIATELY EVACUATE THE BUILDING.

CALL SECURITY "5-7423/4".

CALL FIRE DEPARTMENT "9-911".

NOTIFY OOD.

Note:  Keep personnel familiar with the spaces available for possible search or assistance to security forces.

4.
If the threat incident is not a fire or bomb threat but one of the others mentioned, please try to get as much information as you can about the incident.


_____________________________________________________________


_____________________________________________________________

5.
Now that the incident has been defined and you have more time to write some of the details down after making your initial call to the OOD or Administration Office, take the time to sit down and think about the call and see if you can identify some of the items listed below.


a.
Exact words of caller if you can remember: ______________


_____________________________________________________________


b.
Sex of the caller: M F  Race: _____________


c.
Approximate age of caller: _____ Length of call: _______


d.
Phone number at which call was received: ________________


e.
Time and date call was received: ________________________


Caller's voice: (Circle as many as applicable)

	Calm
	Crying
	Deep
	Angry
	Normal
	Ragged
	Excited

	Distinct
	Slow
	Rapid
	Nasal
	Soft
	Stutter
	Loud

	Lisp
	Accent
	Laughing
	Raspy
	Familiar
	Clear
	Throaty

	Deep
	Breathing
	Cracking
	Voice
	
	
	


6.
If the voice is familiar, write down the person's name.


____________________________________________________________ 

7.
Background sounds:  (Circle as many as applicable)

	Street Noises
	Office Equipment
	Crockery Voices

	Animal Noises
	PA System
	Music

	Static
	House Noises
	Factory Machinery Motor

	Long Distance
	Phone Booth
	



Other: ______________________________________________________

8.
Threat Language:  (Circle as many as applicable)

	Well Spoken
	Irrational
	Taped

	Foul
	Incoherent
	Message read by threat maker


9.
Additional remarks:  ________________________________________


_____________________________________________________________

10.  Be sure you get the initial information to the Admin Office     

or OOD as soon as possible, time is critical.  The information above may be clearer to you if you sit down after the initial report and collect your thoughts and give Admin or the OOD any additional information.

11.  Print full name and title of person receiving call:

    _____________________________________________________________

12.  Date:          
Time: ________  
Work Phone:  _____________
     Signature:_____________________

CONTINGENCY PLANS

The following are contingency plans for threat incidents previously discussed above.  The information below should be used by either the receiver of the information or the Admin Office or OOD should be informed of the incident to take appropriate action as required.

Sabotage/Espionage

Natural Disasters
Call Security "5-7423/4"
Ascertain the full situation

Call NCIS "5-9427"

Call Security "5-7423/4"

Notify OOD (NASNI and MTU)
Notify OOD (NASNI and MTU)

Hostage/Terrorist

Find out all pertinent information from the caller

Call Security "5-7423/4"

Call NCIS "5-9247"

Notify OOD (NASNI and MTU)

Explosions/Major Accidents

Ascertain the full situation

Call Security "5-7423/4"

Call Fire Department "9-911" in case fire and rescue is involved

Call Medical "5-0467" if injury is involved

Notify OOD (NASNI and MTU)

Note:  The receiver of the information should standby to assist       

       the OOD in filling out appropriate reports.
APPENDIX C

KEY CONTROL

1.
Purpose.  Reference (a) requires a strict key and lock program.  Command shall implement procedures for key control.  Standardization gives identification and review, control procedures and appropriate accountability to the program.

2.
Scope.  This program includes all keys, locks, padlocks, locking devices and key-making equipment used to protect or secure activity perimeters (i.e., entrance/exit points to command buildings, security facilities, critical assets, classified material, sensitive material and supplies).

3.
Responsibilities

a.
Key Control Officer (KCO).  The KCO will be designated in writing by the NAMTRAU, North Island Commanding Officer.  The KCO is responsible for lock and key functions within the command.  The KCO shall:



(1) Conduct an Annual Key Inventory and maintain appropriate records on file a minimum of three years.



(2) Maintain a Command Building Key Locker and Log in the Duty Office.  



(3) Maintain the central key security safe containing all duplicate keys, padlocks (key and combination type), and associated equipment.



(4) Coordinate locksmith support. 



(5) Receive/maintain Quarterly/Annual Key Inventory Record and Lock Rotation Reports from key custodians.  



(6) Report any problems of security or related key and lock control functions to the PSO.



(7) Designate and provide training to all MTU Key Custodians. 


b.
MTU MTO/CPOIC shall:



(1) Nominate a primary and alternate Key Custodian and submit nominations to KCO for designation.



(2) Ensure lock rotation occurs at least annually or deemed appropriate with notification to the KCO.



(3) Submit quarterly a MTU Access List using enclosure (2) to the KCO to be filed in the Duty Office Ticker File and the Master Key Folder.


c.
Key Custodian shall: 



(1) Maintain a MTU Key Check-In and Check-Out Log using enclosure (8).



(2) Perform a daily inventory of MTU keys and initial the MTU Key Check-in and Check-Out Log.



(3) Submit Quarterly Key Status Inventory Report to the KCO at the end of the quarter using enclosure (7).

4.
Key Control Procedures

a.
Duplicate Keys.  The CO, XO and KCO will maintain a duplicate key to their building and office space.  MTOs and CPOICs may request to maintain a duplicate key to their MTU building and office space using enclosure (6).  Other than those listed above, duplication of keys to command perimeters, buildings, offices, classrooms, storage areas and security containers are NOT authorized.  All keys will be stamped "Do Not Duplicate" and will not have any other type of markings.


b.
Buildings.  NAMTRAU, North Island buildings and main entrance/exit points are:



(1) Bldg 285, MTU 3033 - Main entrance, double glass door, lower deck, west side of building.



(2) Bldg 308, MTU 1028 - Hangar South West outer door. 



(3) Bldg 461, MTU 4033 - Main entrance, double glass door, west side of building.



(4) Bldg 599, Student Control - West entrance, double metal door, facing flag circle.



(5) Bldg 599, MTU 1067 - South entrance, double metal door facing McCain Street.



(6) Bldg 599, MTU 3041 - Main entrance, double metal door, facing Bldg 698.



(7) Bldg 676, MTU 4033 - Main entrance, double metal door, North side of building.



(8) Bldg 677, Supply - Supply office external door (South side).



(9) Bldg 690, MTU 1022A, and TIS - South entrance, glass door facing Tow Way Road.



(10) Bldg 690A, ISD - South entrance, small door facing Tow Way Road.



(11) Bldg 698, MTU 1036 and Admin - North entrance, double glass door facing Tow Way Road, restricted rooms 1C and 10A.



(12) Bldg 861, Duty Office/Student Barracks – Rear entrance, access north parking lot, second deck between buildings on South R Avenue. 



(13) Bldg 1472, MTU 1022 Hangar - North entrance, double glass door facing Read Road.



(14) Bldg 7515, MTU 3011 – North entrance on the east end of the building facing Sylva Road, MCAS Miramar.


c.
MTU Building Keys.  Main entrance keys of each MTU building will have a MTU Key Check-In and Check-Out Log with it.  During non-business hours, the keys and log will be retained in the command Duty Office.  The keys will be checked in and out by the MTU SPO at the beginning and end of the business day.  In the case of MTU 3011 the keys and log will be maintained by the OOD for one week and will be passed to the oncoming OOD upon duty turnover the following week.


d.
Non-Business Hours.  Entrance to any command building must be documented, including personnel who have authorized duplicate keys per paragraph 4a, and will sign-in and out in the MTU Building Key Check-In and Check-Out Log.


e.
MTU Key Box.  All MTU key boxes will contain a key for all related access doors (except the building main entrance door).  The keys will be checked-in/out daily, or as required, and an appropriate log entry will be made in the MTU Building Key Check-In and Check-Out Log.


f.
Shared Space with Tenant Commands.  MTUs sharing building space with other NASNI tenant commands will ensure a Key Control and Physical Security Program is enforced.  MTOs/CPOICs are authorized to sub-custody key(s) to access their MTU spaces to tenant commands upon CO approval.  A memo must be submitted to the KCO with name of Superior in Charge, telephone number (home/business) and key number(s) needed to duplicate for sub-custody.

APPENDIX D

LOSS PREVENTION PROGRAM
1.
Purpose.  To establish a formal security and Loss Prevention Program (LPP) and the Loss Prevention Subcommittee (LPS).

2.
Scope

a.
A vigorous LPP is essential at NAMTRAU, North Island.  Loss of property could affect our ability to accomplish our mission.  Losses must be minimized by the application of a comprehensive LPP.


b.
An effective program must include loss analysis, proper use of available investigative and police resources, loss prevention education, firm corrective action measures and administrative actions as required.


c.
Collectively, security measures create conditions favorable to the maintenance of an effective security posture.  Habits and attitudes will be developed that will assist in eliminating existing or potential causes of security breaches and the resultant loss of property.


d.
Reference (a) requires the establishment of a Physical Security and Loss Prevention Program.  Reference (e) establishes guidelines for inventory control and accountability for minor and plant property.


e.
Reportable items - any item with an end cost of $100.00 or more will be reported.

3.
Designations and Responsibilities

a.
PSO shall:



(1) Be the focal point for tracking of Missing, Loss, Stolen, Recovered (MLSR) Reports.



(2) Ensure any finding made by any investigating activity or police personnel affecting the command’s Physical Security Program is reported to the Physical Security Review Committee (PSRC).  The PSRC will review the investigation results and make recommendations for changes or revisions to the physical security plan as needed to correct any deficiencies as required.



(3) Route any changes or revisions to the CO for final approval.


b.
MTO/CPOIC shall:



(1) Ensure MLSR reports are submitted within 48 hours of sensitive material loss determination.



(2) Submit a Report of Survey (DD Form 200) when research fails to disclose the cause of a loss.  Surveys must be submitted within 45 calendar days from the date research is completed.



(3) Notify NCIS and NAS Security Officer.

MTU QUARTERLY ACCESS LIST

MEMORANDUM

From:
NAMTRAU, North Island MTO/CPOIC MTU ______

To:
NAMTRAU, North Island Physical Security Officer

Subj:
MTU QUARTERLY ACCESS LIST FOR BUILDING _____

Ref:
(a) NAMTRAUNIINST 5530.1H

1.
Per reference (a), the following list of NAMTRAU, North Island staff personnel are granted access to unit spaces before/after business hours including holidays and weekends.

2.
Access list: (incorporate into CDO/OOD files)

RATE          NAME (Last, First, MI)             SSN
_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

Date:  _______________     MTU MTO/CPOIC: _______________________

                                                 (signature)

NAMTRAU, NORTH ISLAND

BUILDING SECURITY VIOLATION/DEFICIENCY FORM
MEMORANDUM

From:
NAMTRAU, North Island OOD/CDO

To:
NAMTRAU, North Island Physical Security Officer

Subj:
NAMTRAU, NORTH ISLAND BUILDING SECURITY VIOLATION/ DEFICIENCY

Ref:
(a) NAMTRAUNIINST 5530.1H

1.
Per reference (a), the following report is submitted:


a.
MTU #:  _________________________________________________


b.
Building #:  ____________________________________________


c.
Date:  __________________________________________________


d.
Time:  __________________________________________________


e.
Brief report describing how MTU building deficiency or violation was discovered:  ______________________________________

_________________________________________________________________


f.
Was MTO/CPOIC notified?  (Yes/No)



If not, amplifying remarks:  ____________________________

_________________________________________________________________


g.
Was an on site inventory and building security check accomplished by MTO/CPOIC/NASNI Security?  (Yes/No)



If not, amplifying remarks:  ____________________________

_________________________________________________________________

                                  ______    _____________________

                                  (Rate)     (OOD/CDO Signature)

MISSING ITEM(S)/CORRECTIVE ACTION TAKEN FORM

MEMORANDUM

From:
NAMTRAU, North Island MTO/CPOIC MTU ______

To:
NAMTRAU, North Island Physical Security Officer

Subj:
MISSING ITEM(S)/CORRECTIVE ACTION TAKEN

Ref:
(a) NAMTRAUNIINST 5530.1H

1.
Per reference (a), the following report is submitted:


a.
Building #:  ____________________________________________


b.
Date of incident:  ______________________________________


c.
Time:  __________________________________________________


d.
What corrective action has been taken to prevent a reoccurrence of the reported incident:  _________________________

_________________________________________________________________

_________________________________________________________________


e.
When building inventory was conducted, were any item(s) found to be missing, if so what item(s):  _______________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________


f.
Has NCIS/Security been notified of any missing item(s):



(Yes/No)


g.
Name of individual contacted:  __________________________

                          ___________  __________________________

                          (Rank/Rate)     (MTO/CPOIC Signature)

MAINTENANCE TRAINING UNIT

KEY CONTROL CUSTODIAN/PHYSICAL SECURITY MANAGER DESIGNATION LETTER
From:
NAMTRAU, North Island Key Control Officer

To:
______________________________

Subj:
DESIGNATION AS MTU PHYSICAL SECURITY MANAGER/KEY CUSTODIAN

Ref:
(a) OPNAVINST 5530.14C


(b) SECNAVINST 5510.36


(c) SECNAVINST 5500.4G


(d) NASNIINST 5530.3B


(e) NAMTRAGRUINST 5530.3C

1.
You are designated as the Physical Security Manager (PSM)/Key Custodian for MTU ______.  PSM/Key Custodian shall:


a.
Be thoroughly familiar with references (a) through (e) and all other applicable instructions and directives.


b.
Assist the PSO/KCO in all related matters.


c.
Manage and ensure an effective Physical Security/Key Control Program is enforced within the MTU.


d.
Provide training to MTU personnel to include the Physical Security/Key Control Programs.


e.
Ensure the MTU Quarterly Access List and Quarterly Key Status Inventory Reports are submitted to the PSO/KSO by end of each quarter.

2.
I have reviewed, read, and understand all responsibilities.

	
	/
	
	
	
	/
	

	Member Signature
	
	Date
	
	PSO/KSO Signature
	
	Date


Copy to:

N018

Individual

MAINTENANCE TRAINING UNIT

MTO/CPOIC KEY CUSTODY AUTHORIZATION LETTER

From:
MTO/CPOIC MTU _____

To:
NAMTRAU, North Island Key Control Officer

Subj:
MTO/CPOIC KEY CUSTODY AUTHORIZATION

Ref:
(a) NAMTRAGRUINST 5530.3C


(b) NAMTRAUNIINST 5530.1H

1.
Per references (a) and (b), I request to assume custody of duplicate key(s) number(s) _______________ of MTU/Division _________ and will ensure they are accounted for at all times and not compromised.

2.
I will return the key(s) to the Key Control Officer prior to detaching from NAMTRAU, North Island.

3.
In the event my key(s) are lost or stolen, I will immediately contact the Key Control Officer.

_________________________________/_______

       MTO/CPOIC's Signature          Date

_______________________________

 Print Name

Copy to:

N018

NTUNI Duty Office

MTU QUARTERLY KEY STATUS INVENTORY REPORT

MEMORANDUM

From:
NAMTRAU, North Island MTO/CPOIC MTU ______

To:
NAMTRAU, North Island Physical Security Officer

Subj:
MTU QUARTERLY KEY STATUS INVENTORY REPORT FOR BUILDING _____

Ref:
(a) NAMTRAUNIINST 5530.1H

1.
Per reference (a), the following are list of keys used to access MTU spaces. 

2.
Inventory report: (incorporate into CDO/OOD files)

	KEY #
	KEYS/RING
	SPACE ACCESSED
	
	KEY #
	KEYS/RING
	SPACE ACCESSED

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.
Keys are all accounted for. 

Date:  _______________     MTU MTO/CPOIC: _______________________

                                                 (signature)
MTU ____ KEY CHECK OUT/IN LOG

	RATE/RANK NAME
	KEY #
	DATE OUT
	TIME OUT
	DATE IN
	TIME IN
	SIGNATURE
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